
VeloCrypt MicroSD HSM



10MB/s.

Typical HSMs (hardware security modules) come in the form of a 
PCle card or a LAN box, used in PKI environments and mission-criti-
cal infrastructures for cryptographic operations and digital key 
protection. The module is mostly applied to servers, not available 
for mobile devices or end-to-end environments.

VeloCrypt MicroSD HSM-SA Series is a hardware security module 
coming in the form of a microSD card. It provides security services 
driven by hardware-based crypto engines, including encryption, 
key generation, key life cycle management, digital signature and 
authentication. The groundbreaking design accelerates storage 
encryption reaching 10MB/s.

High-speed Encryption
Optimizing Secure Communication



。Security chip: CC EAL5+

*The actual order specifications will be based on customer's requirements.



VeloCrypt MicroSD HSM-SA Series is intended for a wide 
range of use case applications concerning protection of 
digitized bits, enabling client-side high-performance data 
encryption in transit and at rest, digital rights management 
(DRM), transaction verification, etc. Both developers and 
nontechnical users can easily perform cryptographic 
operations without additional configuration.
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